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# Objective

Dedicated and proactive Cyber Security graduate from Yarmouk University with a strong foundation in information security principles and practices. Seeking an entry-level position to leverage my technical skills and knowledge to contribute to the security and integrity of organizational data.

# Technical Relevant Coursework

* **Cyber Security and Management:** Network Security, Cryptography, Ethical Hacking, Digital Forensics, Information Security Management, Cyber Law and Ethics, Risk Assessment and Management, Security Frameworks and Standards, Kali Linux

OWASP Top 10.

* **Technical Skills and Programming:** Networks Fundamental, Programming (Python, C#, html, CSS, Bootstrap, Model Viewer Controller (MVC), Object Oriented).

# Experience

## Asp.net Trainee from Orange at Yarmouk University 1/7/2024-29/8/2024

* Develop a basic website with full functionality (Full Stack ’low level’)
* Familiarity with MVC

## National Cyber Security Center NCSCJO Bootcamp 12/10/2024- present

* Setup an Active Directory and mage some police
* I practice on Linux command by perform task and challenges
* Network Security
* Offensive and Defensive part will be covered in this bootcamp letter
* **This Bootcamp will finish at 30/1/2025**

# Education

## Yarmouk University Jordan, Irbid 2020-2024

Major: Cybersecurity

Yarmouk University, Irbid, Jordan Graduation Date: [June 2024]

# Skills & abilities

|  |  |
| --- | --- |
| * Communication skills | * Commitment in deadline |
| * Team Worker | * Analytical Thinking |
| * Work Under Pressure | * Data Analysis |

# TECHNICAL SKILLS:

|  |  |  |
| --- | --- | --- |
| * Risk Management * Database MySQL * Wireshark * Network security | | * Html, CSS, Bootstrap. * C# * Burp suite * Nmap * Bash script |
|  |

# KNOWLEDGE IN:

* Digital forensics
* Ethical Hacking
* Linux Operation System

# Certificates

* **Linux Fundamentals from TCM Security**
* **Currently Studying**:

**1: Practical l Ethical Hacking from TCM Security.**

**3: Linux Privilege escalation from TCM Security.**

# Projects

**Graduation Project (Vulnerable web application):**

Developed an interactive web application using PHP, an SQL database, and XAMPP server, deliberately incorporating vulnerabilities such as SQL injection, cross-site scripting (XSS), file inclusion, and insecure file upload. The project served as both an educational platform and a testing environment. Each vulnerability was accompanied by a detailed lesson covering its concepts, real-world exploitation, and mitigation techniques. Users could practice in hands-on labs designed to replicate attack scenarios, with each lab providing clear instructional hints to guide users through the process of identifying and exploiting the vulnerabilities. This structured approach promoted both theoretical knowledge and practical security skills for web applications.

**Extracurricular Activities:** Participant, Capture the Flag (CTF) Event National Centre of Cyber Security, Amman, Jordan [June 2022]

* Participated in a national-level CTF competition focused on real-world cybersecurity challenges.
* Worked collaboratively with a team to solve complex security problems.
* Enhanced skills in vulnerability assessment, penetration testing through hands-on challenges.